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Toll Free: 866-571-5066 www.iowaheartland.org

be on the lookout leave us a review
The Annual Meeting is coming up soon! Stay 
connected with us Online or on social media so 
you don’t miss the details.

Scan the QR code with your smartphone’s 
camera to leave us a Google Review and let us 
know how we are doing!

Iowa Heartland is proud to 
offer TWO $500 scholarship 
to one area Senior in the 9 
county area we serve:

•	 Butler
•	 Worth
•	 Cerro Gordo
•	 Wright
•	 Floyd
•	 Hancock
•	 Franklin
•	 Mitchell
•	 Winnebago

IOWA HEARTLAND 
SCHOLARSHIP

2 0 2 3

For full details on how to apply 
visit iowaheartland.org.

cu@iowaheartland.org @IowaHeartland @IaHeartCU

Office Hours:
Monday: 8am-5pm

Tuesday: 8am-5pm

Wednesday: 8am-5pm

Thursday: 9am-5 pm

Friday: 8am-5pm

S A V I N G S  R A T E S
Declared 1st Quarter 2021 Dividends.

Type Rate APY
Shares Under $2,000 0.03% 0.03%
Shares Over $2,000 0.05% 0.05%

Money Market, IRA’s, Certificates – Stop in or call Iowa 
Heartland at 641-424-5391 for rate, term and any 
associated fees.
Your Savings are federally insured to at least $250,000 
by the NCUA National Credit Union Administration, a 
U.S. Government Agency.

h o l i d ay
c l o s i n g s

Iowa Heartland Credit Union will be closed on the following date:
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stay current. Stay safe.
It is an unfortunate fact that we live in a world where hacking has become commonplace. 
In 2021, over 1,800 companies reported experiencing data breaches which effected nearly 
300 million Americans. Given this climate, it is wise to be reluctant to share your personal 
information with any company, however, making sure that you personal contact information  
is up to date with Iowa Heartland will actually help protect you if you become the victim of 
a data breach. Iowa Heartland monitors for fraud and can alert you when there is suspicious 
activity on your account, but it will only help you if we have your current contact information.
Make sure you are protected by updating your contact info with us online, in person, or over 
the phone and continue to be vigilant against other forms of fraud, such as scams. Be wary 
of any email, mail, phone call, or text message you receive from a company you aren’t familiar 
with or asks for your information. If it seems fishy at all, DO NOT RESPOND!


